
3LuSecureOffice 
• 3LuSecureOffice is a file manage platform 

• You can create and edit MS office files inside the platform 

• You can drag drop any existed files into the platform 

• Each file in the platform will  be encrypted 

• You can create directory tree to store classified files 

Contact:       FrankLu@3LuBusiness.com 

System requirement: 
Ms Windows operate system 
Ms Office software installed 

http://3lubusiness.com/


Start up 

After installation of 3LuSecureOffice 
there is a shortcut on desktop as below. 
Double click it to run the program. 



Login 

during first log in, the default password will be 
empty. You can modify it.  

Change password 

Change language 



Main Interface 

You can add directory to store classified files.  
The directory  will  be  shown  on left box. 

You can create MS office files. The file name  will  be  shown on right box. 



Open and edit file 

Double click file name to open it for edit 

Directory tree File  name  list 



Where do my files store in ? 

3LuSecureOffice has a default folder to store your files. 
click Set Folder to  change  default folder 

choose a folder in PC. 
to  store  files. 



Import existed files or directory  

Files 

Drag any type of file or directory outside and drop it into the right frame. 
The files will be encrypted automatically. 



Export files or directory  

2. Click Decrypt Dir button 
         to Export directory  

B. Click Decrypt file button 
         to Export files 

1.  Select directory  

 A.   Select files 



Where are the exported files stored ? 
3LuSecureOffice set  a default folder named Restore 
 to store exported files temporary. 

Click Open Folder button to open the folder 
 that store exported files as left 

Exported files are decrypted  
automatically 

Important:  
for security the files in the Restore folder would be deleted   
as you exit 3LuSecureOffice program.  



Share your documents 

There are three ways to share your documents. 
1. Share all encrypted files through Cloud to the team. 
2. Share selected files through company local network to the team. 
3. Send emails with selected  encrypted files to the members of the team. 
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